Scope of the Journal

IJ BCRM is a refereed international journal that provides a professional and scholarly forum in the essential field of business continuity and risk management with particular emphasis on decision making using a multidisciplinary approach. Organisational resiliency through risk assessment, contingency planning, systems security, crisis and disaster management, and recovery planning, as well as public policy regarding infrastructure and security, are integrated in the journal’s coverage.

Subject coverage:
Suitable topics include, but are not limited to:

- Professional Practices of Business Continuity
  - Project initiation and management
  - Risk assessment
  - Feasibility analyses for control alternatives
  - Business impact analysis
  - Business continuity strategies
  - Coordinating emergency operations
  - Developing and implementing a business continuity plan
  - Testing and maintaining business continuity capabilities
  - Training and awareness
  - Crisis communications
  - Coordination with external agencies
  - Disaster recovery
  - Business continuity software
- Infrastructure Crisis and Public Policy
  - Failing transportation infrastructure
  - Energy transmission grid shortfall
  - Data network infrastructure
  - Infrastructure investment and economic activity
  - Successful public-private partnerships
- Risk Management and Decision Technology
  - Risk management modelling software
  - Modelling risk decisions with imprecise information
  - Attitudinal based strategy development
  - Computational intelligence for mitigating disasters
  - Disaster management using fuzzy modelling
  - Visualisation
  - Intelligent agents
  - Simulation and gaming
  - Knowledge management
- Natural Resources and Environmental Threats
  - Energy shortage
  - Enterprise sustainability
  - Globalisation and development issues
  - Global climate change
  - Sustainable land use management
  - Environment, health and safety
  - Natural disasters
- Crisis Leadership and Organisational Resiliency
  - Natural, technological, industrial, and terrorism events
  - Influenza pandemic
  - Threats of offshoring and outsourcing
  - Supply chain management risk
  - Reputation risk management
  - Governance, risk and regulatory compliance
  - Role of insurance
- Enterprise Risk Management
  - Uncertainty in the global economy
  - Investment risk
  - Worldwide competition
  - Foreign exchange risk
  - Accounting and financial compliance
  - Interest rate risk
  - Operational quality assurance
  - Credit risk
  - Internal control
  - Risk maturity model
- Crisis Management Information Systems
  - Emergency information systems
  - Geographical information systems
  - Health information systems
  - Crisis detection and decision making
  - Sensor networks
  - Virtual organisations
- Homeland Security and Organisational Threats
  - Agroterrorism
  - Bioterrorism
  - Cyberterrorism
  - Critical technology management
  - Border and port security
  - Weapons of mass destruction
  - Transportation security
- Systems Security for Business Resiliency
  - Hazards of information and communications technologies
  - Information privacy and identity theft
  - Security issues of internet commerce
  - Operating systems security
  - Applications security
  - Database security
  - Web security
  - Physical security
  - Computer network security
  - Encryption in information systems security
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What the editors say about IJ BCRM

The issues of risk and business continuity are coming to the forefront in both the boardrooms of firms and in the research agendas of Universities and scholars. The International Journal of Business Continuity and Risk Management is well positioned to advance the body of knowledge in this emerging area of study and practice.

George A. Zsidisin, Bowling Green State University

In the current era we all need a holistic and multidisciplinary perspective on risk so that nothing is missed - I am looking forward to both reading and contributing to this exciting new journal.

Phillip Kelly, Liverpool Business School

The IJ BCRM already deserves its reputation for utmost relevance and careful scholarship in the multiple disciplines of business continuity.

James H. Lambert, University of Virginia

Dealing with the impacts of emergent threats and unexpected disturbances has become a central fact-of-life for modern and modernizing economies globally. Such disturbances cause significant immediate and ongoing effects across the public and private sectors and society more generally. The complex nature of how these impacts manifest requires new approaches to indentifying and responding to what, in hindsight, is often seen as overlooked or unexamined vulnerability within and between societal systems. A challenge also lies in choosing prevention and mitigation options that are effective yet adaptive to changing conditions. The IJ BCRM is a new journal that will support the development and testing of important developmental thinking ranging across theory, policy and practice in the increasingly important fields of Business Continuity and Risk Management.

Paul Barnes, Queensland University of Technology

Recent disaster such as September 11th 2001 and Hurricanes Katrina, Gustav and Ike, have demonstrated the necessity of collaborative decision making and risk management, before, during and after an event. IJ BCRM will be an important tool for promoting new research in this area as well as providing emergency and business managers with guidance in developing business continuity plans.

Theresa Jefferson, Virginia Polytechnic Institute and State University

I am delighted to help develop a journal that recognises the truly multi-disciplinary nature of business continuity and risk management. To ensure the stability of our organisational and business processes, one needs to understand the context and issues from a very wide range of perspectives and bring to bear a host of potential solutions drawing on skills and experiences and knowledge from almost every discipline.

Simon French, The University of Manchester
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All papers are refereed through a double-blind process. A guide for authors and other relevant information for submitting papers are available on the Submission of Papers section of the Inderscience website: please go to
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