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Abstract: For the development of blockchain applications, platforms have been 
implemented by corporates like IBM, Oracle, Amazon, etc. Blockchain 
comprises smart contract development, which gets deployed over a peer-to-peer 
network. Basic skills about blockchain are still lacking amongst the developer 
community and all the people involved in developing blockchain applications. 
This paper proposes an NBSOC framework for organising teams to build 
blockchain-based applications. This framework has been used to create a team 
structure for implementing a land record management system. The authors have 
addressed the implementation challenges, cost, roles and responsibilities of an 
individual in the blockchain development environment. 
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1 Introduction 

Blockchain is a term that has been tossed quite loosely around many times since 2008 
when Nakamoto (2008) released the paper on bitcoin. In the realm of computer science 
and systems, but finance and banking, governance, and healthcare, blockchain is being 
viewed as a disruptive technology that can enhance the working of these industries for the 
better. Deriving benefits from already established technologies of networking, 
cryptography, and distributed systems, blockchain can be viewed as a distributed ledger 
technology disrupting how business processes function. 

The academic and industrial literature is populated with comprehensive views of the 
concepts, facts, and features of the technology and some have successfully implemented a 
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handful of use cases. Yli-Huumo et al. (2016) has observed that over 80% of the 
literature is focused on Bitcoin, and less than 20% deals with other Blockchain 
applications. In their bibliometric analysis of blockchain literature of 995 papers from 
2013 to 2018, Dabbagh et al. (2019) have similar observations that the research interest 
has shifted from bitcoin to blockchain. A systematic literature review presented by 
Andrian et al. (2018) divides the technology into three components, smart contract, 
distributed system, and cryptography. Hence, it is imperative to clarify the technological 
and human resource organisational structures required to develop blockchain 
applications. 

Knowing the facts and the features of the technology may quickly help business 
owners to identify blockchain as the potential technology to increase its transactions 
strength and reliability. Still, it is also needed to determine the human resource team 
which can enable them to implement it successfully on their systems. What essentially 
lacks in almost all of the literature is an organisational structure to execute the 
application. In other words, the question of who develops what needs to be answered. For 
this, the authors have proposed a model for creating a team structure to design, develop 
and deploy a blockchain-based land registry system. In this paper, the authors focus on 
the implementation requirements, choice of programming languages, development life 
cycles, integrations, and roles and responsibilities of an individual in the blockchain 
team. 

The primary research questions this paper aims to answer are: 

RQ1 What are the human resources or team components required to build a blockchain 
application? 

Developing a blockchain application requires a diversified team of professionals in the 
technology space. One has to look for the expertise and the technology sub-domain 
needed while creating or recruiting the team. The authors have tried to answer this by 
presenting a team framework to measure the human resource components for the 
blockchain application to be built seamlessly. 

RQ2 What are the technical or infrastructural components required to build a 
blockchain-based land registry system? 

Land registry system is a powerful application that can be developed over a blockchain 
network. Just like there needs to be clarity on team recruiting, the developers must decide 
which infrastructural components have to be involved. What type of services of 
blockchain can be outsourced? What kind of network security protocols can be used? The 
authors have implemented a blockchain-based land registry system, understood the 
requirements, and shared their implementation results to share a little idea. 

The paper is organised as follows. Section 1 is the introduction which commences 
with the research question that this paper aims at resolving. Section 2 gives a detailed 
background about blockchain and its already proposed implementations, proof of 
concepts, or solutions. Section 3 is the literature review which talks about taxonomy and 
blockchain-based software engineering. Section 4 presents the essential blockchain 
components required for the answer in this paper. Section 5 proposes the team structure 
for blockchain application development. Section 6 discusses the use case being taken into 
consideration for releasing the proposed methodology. Then the implementation is 
showcased in Section 7 with finally ending the paper with the conclusion section. Figure 
1 shows the structure of the article as discussed. 
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Figure 1 Structure of the paper (see online version for colours) 

 

2 Literature review 

The following section will discuss the previous literature studied to provide a 
comprehensive view of the gaps. It houses background as the starting subsection, which 
presents a perspective on introducing the technology and its potential in developing 
enterprise-grade systems. Then the authors give a view on what they call blockchain 
software engineering. This subsection presents a concise statement of the plethora of 
research and proposals coinciding with blockchain with software engineering. Table 1 
gives a brief overview of the literature reviewed in blockchain software engineering. 

2.1 Background 

Blockchain is an innovation in information technology that uses distributed ledger 
technology to validate transactions without a trusted third party (TTP). It is achieved by 
employing what is called a consensus algorithm. The consensus algorithm plays a vital 
role in maintaining the safety and integrity of the transactions. Zibin et al. (2018) 
observed a gap between the technical and the application aspects of the said technology, 
where most of the research focuses primarily on applications. They have conducted a 
comprehensive survey describing blockchain taxonomy and technical challenges being 
faced while developing blockchain solutions. Mingxiao et al. (2017) and Zheng et al. 
(2017, 2018) have put forth literature reviews enlightening about the various consensus 
algorithms being implemented in the blockchain. 
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Table 1 Bibliographic overview of the literature surveys 
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Table 1 Bibliographic overview of the literature surveys (continued) 
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Puthal et al. (2018) and Adhi Tama et al. (2017) have presented various application 
scenarios which can successfully implement blockchain. Using the framework proposed 
by Wüst and Gervais (2018), development teams can comprehend the need for 
blockchain technology for a particular business or government application. Not only that, 
business processes can be optimally executed on top of commodity blockchain 
technology, as presented by García-Bañuelos et al. (2017). Ahram et al. (2017) have 
shown the various benefits that blockchain garners to multiple industries apart from 
finance by developing a healthcare industry application. 

Before developing any blockchain-based application, it is imperative to identify 
blockchain 1.0 or 2.0 or 3.0 or 4.0. Swan (2015) provides insights into blockchain being a 
blueprint for the new economic and governance systems. As a paradigm shift in 
businesses, Kizildag et al. (2019) present blockchain application in contemporary 
hospitality management. Tsiulin et al. (2020) reviewed blockchain applications in 
shipping and port management while defining three main conceptual areas: document 
workflow management, financial processes, and device connectivity. 

Apart from its potential to change the business application scenario by reducing 
mediators for validating transactions, it is also being used successfully as a supporting 
platform for the internet of things as observed by Yu et al. (2018) and AI development 
with the ownership preservation protocol presented by Somy et al. (2019). By imparting 
trust as a systemic feature, researchers have explored the use of blockchain in 
implementing traceability in supply chains, as presented by Malik et al. (2019) and 
Khanna et al. (2020). Forwarding the trust management that it provides, blockchain can 
be used to securely access electronic health records (EHR) as proposed and evaluated by 
Guo et al. (2019), Vora et al. (2018), Bali et al. (2021) and Tanwar et al. (2020). 

When building blockchain applications, the developers have to understand and utilise 
the property of decentralisation. This feature is well used by Baza et al. (2019) and 
Mylrea and Gourisetti (2017) for coordinating smart grid energy units. Another issue to 
be addressed is whether the blockchain ledger has to be stored and managed via a 
blockchain provider (like Ethereuem or Hyperledger) or on-premise. Consequently, 
blockchain-based architectures have been proposed for industrial IoT for backing 
hierarchical storage (Wang et al., 2019) and scalable reconfiguration (Le-Dang and  
Le-Ngoc, 2019). They have to create a mechanism to handle the delays in executing the 
smart contract transaction calls. Furthermore, decisions regarding how users interact with 
their applications have to be considered by the development team – categorising different 
architectural patterns of decentralised applications (DApps), Wessling and Gruhn (2018) 
hint towards the importance of considering how the user interacts with the decentralised 
apps. 

2.2 Blockchain software engineering 

This paper lies in the scope of Blockchain Software Engineering, which is different from 
blockchain-based software engineering as presented by Beller and Hejderup (2019), 
where they have viewed blockchain technology to be a solution to the problem of 
continuous integration (CI) in software engineering. However, this paper builds upon the 
existing taxonomy to present a preferred team structure for developing blockchain 
applications; a cost function is also shown, enabling software managers and solution 
providers to analyse the cost of development and deployment of blockchain-based 
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software. Singh et al. (2022) proposed an optimisation of intrusion detection systems 
determined by ameliorated HNADAM-SGD algorithm to provide the security. 

Xu et al. (2017) have proposed a taxonomy to classify and compare different 
blockchains. According to them, ‘blockchain has become a publicly-available 
infrastructure for building decentralised applications and achieving interoperability’. The 
taxonomy can be used when comparing blockchains and designing and evaluating 
software architectures using blockchain technology. The basic properties of blockchains 
are immutability, non-repudiation, data integrity, data transparency, and equal rights. 
However, data privacy and scalability are non-functional properties that are points of 
criticism. In a comparative study presented by Seebacher and Schüritz (2019), it has been 
observed that learning the implementation challenges from conventional information 
systems can be applied for blockchain applications. These include but are not limited to 
technical, organisational, and network challenges. 

2.3 Blockchain architectures and taxonomy 

The architecture design to implement decentralisation in the network, applications can be 
partially centralised and partially decentralised. For this, two options are to be studied, 
permission and verification. Permission involves permissioned blockchains where the 
participants have to have permission to join and validate the transactions and, in turn, 
mine the blocks. In terms of verification, there can be a central or distributed verifier 
(Oracle) to evaluate the state and validate transactions and smart contracts accordingly. 
Bitcoin employs the mining mechanism for verification, and hyper ledger uses orderers 
for performing the same task. Not only Bitcoin, but the blockchain is also rapidly 
evolving into different blockchain technologies. 

Referred to as heterogeneity by Tasca and Tessone (2018), this evolution into 
different verticals might pose significant concerns. Solving this issue, they have proposed 
a taxonomy of blockchain applications by disentangling them into individual building 
blocks. The main components of any blockchain application are observed as: 

• consensus 

• transaction capabilities 

• native currency/tokenisation 

• extensibility 

• security and privacy 

• codebase 

• identity management 

• charging and rewarding system. 

Now, blockchain as a data structure stores a lot of data about the transactions, and the 
blocks are formed because of computational power, which costs money, and lack of it 
affects performance. Regarding cost efficiency, performance and flexibility, there comes 
a question regarding what data needs to be stored on-chain and what has to be stored  
off-chain. 
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While deciding the team structure, use cases for blockchain development also play a 
role in determining the functions of the individuals. Is a fantastic fact worthy of being 
brought to the readers’ attention is that the review of Anascavage and Davis (2018) has 
concluded with a section specifically titled how? Most of the blockchain research is still 
theoretical and not applied. Blockchain can be implemented in an integrated and sizeable 
complicated system, but the clarity is still further researched. Keeping basic software 
engineering concepts in mind, Marchesi et al. (2018) propose a software development 
process following the conventional SDLC phases. Namely, the requirement, analysis, 
design, development, test, and deployment. Rocha and Ducasse (2018) have proposed 
preliminary steps as specialised blockchain modelling notations. 

2.4 Blockchain software engineering vs. traditional software engineering 

Since ledger and smart contract code are deployed over decentralised systems, standard 
software engineering methods including testing and security best practices should be 
brought in alignment with more seriousness in the interest of mitigating potential threats. 
After analysing 156 responses, Chakraborty et al. (2018) observed that the requirement 
collection of blockchain applications is different from conventional software. However, 
the developer team can decide on work assignments voluntarily. In their research, Bosu  
et al. (2019) concluded that software development tools for non-blockchain software are 
insufficient for blockchain development. There is a requirement of customised IDEs, 
smart contract debugging and testing devices, and blockchain-specific design notations 
and deployment simulators. 

A generic framework has been proposed by Sillaber et al. (2020) to support 
application development involving distributed ledgers. Their research focused on smart 
contract development and integration. They have divided the whole application 
development process into three major elements, vis. roles, activities, and artefacts. Roles 
can encompass innovative contract engineers, software engineers, and legal experts. All 
of these are responsible for the outcome of their actions. These outcomes comprise either 
creation or updation of artefacts which can be referred to as the input and output of 
individual or team activities. Artefacts are created, modified, and used during the 
transaction and are either the final product, parts of it, or intermediate results. Examples 
of artefacts include concepts, models, source code, smart contract code, or documents 
such as performance reports. 

2.5 Blockchain software analysis 

To date, analysis of blockchain involves security and network analysis of the blockchain 
system as a whole. Dinh et al. (2017) have proposed Blockbench, a framework to analyse 
the performance of private blockchains in terms of throughput, latency, scalability, and 
fault-tolerance. More research has been carried out to analyse the performance of 
ethereum blockchain applications rather than hyper ledger projects. Pongnumkul et al. 
(2017) presented their observation that on very high workload scenarios, the performance 
of private blockchains can not be considered competitive with the current in-use database 
systems. Their analysis, however, was conducted on both ethereum and hyper ledger 
fabric, where they have shown that fabric outperforms ethereum in all the considered 
parameters. Another evaluation of ethereum clients, parity, and geth was carried out by 
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Rouhani and Deters (2017), showing that the transactions are 89.8% on average faster in 
parity. 

There is a specific lack of standard methodology for designing a strategy that can be 
utilised to develop and validate the overall Blockchain solution and further integrate it 
into the business strategy. Employing GUEST strategy for use case design, Perboli et al. 
(2018) have established that there is a need to define the different actors involved along 
with their jobs, the gains (benefits), and the pains (problems). 

Wessling et al. (2018) have also provided a more fine-grained approach to decide 
which elements of an application architecture could benefit from blockchain technology. 
Identifying participants, their trust relations, and interactions derive a hybrid architecture 
from using blockchain only in certain parts of the software system. With the advent of 
smart contract execution provided by Ethereum, Porru et al. (2017), and Destefanis et al. 
(2018) have even called for the definition of blockchain software engineering with a view 
of creating standardised best practices of smart contract programming and testing. Liao  
et al. (2017) observed that verification of smart contract logics mapping with business 
requirements is an underrated software engineering issue in blockchain application 
development. Utilising behaviour driven development, they proposed a platform that 
could make smart contract development more efficient and less burdensome. 

2.6 Blockchain smart contract design 

Additionally, the design of smart contracts has been analysed extensively, as presented in 
their static analysis by Tikhomirov et al. (2018). Using conventional methods like UML 
class and sequence diagrams defined by Kaur and Bali (2015) to analyse and test contract 
codes may or may not be feasible. Exploring the complexity of solidity smart contracts, 
Hegedus (2018) proposed adopting standard object-oriented metrics and applied them to 
analyse 10,000 smart contracts. The research showed that smart contract development 
could be more efficient using external libraries and dependency management 
mechanisms. 

Another research was presented by Pradeep et al. (2018), where they have proposed a 
modelling approach for automated analysis of human-readable regulation representations 
and equivalent smart contract components. In addition, their model also suggests a 
suitable blockchain environment required for application development. Sukhwani et al. 
(2018) have evaluated permissioned blockchain using stochastic reward nets in terms of 
throughput and utilisation of network resources. They found out that there is a 
performance bottleneck being created by ordering services and ledger writing. 

The development and testing of smart contracts are paramount to the success of the 
whole blockchain software. Koul (2018) acknowledges a need to establish customised 
testing tools and processes for blockchain-oriented software. Typical software faults in 
smart contracts can have huge impacts, as analysed by Hajdu et al. (2020) using software 
implemented fault injection (SWIFI) technique and found out that formal verifications 
and runtime protections are needed blockchain systems more dependable. 

There remains a gap in defining the team organisation required for developing and 
implementing blockchain solutions at the enterprise level. It has been established that 
while developing software-based upon blockchain, there needs to be a network-level 
configuration and deployment in addition to the smart contract layer, which implements 
the business logic over the deployed blockchain network. A fantastic reference 
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architecture has been proposed by Vishwanathan et al. (2019), in which they present 
member onboarding architecture consisting of a set of processes and activities which are 
required to be performed by the entities of participating organisations to transact and 
exchange information. However, this occurs after the blockchain solution has been 
implemented and deployed. 

Using farm-to-fork as a case study, Vingerhouts et al. (2020) provide modelling 
frameworks to represent supply chain processes in the blockchain. They utilise the 
previous knowledge of i* framework and UML use case and sequence diagrams. 

3 Blockchain architecture components 

Blockchain consists of nodes, channels, peers, chain codes, Databases, and ledgers that 
containerise in a virtual machine (VM). VMs can be deployed either on cloud or on-
premise server spaces. An overview of all these components is presented as: 

• Nodes: all the participants in the blockchain network are called nodes, e.g., RERA, 
Land Registry Office. The major responsibility of these nodes is to validate and 
verify the transactions before they can be added to the blockchain ledger. The 
verification process is managed by predefined consensus algorithm of the blockchain 
framework employed for deploying the system. 

• Channels: all participants can communicate with each other through the media. 
Channels are separated based on organisations to provide segregation of information 
exchange. 

• Peers: all nodes should have at least two peers (endorsing and committing peers), 
which help nodes to verify and validate the transactions. These peers are chosen by 
the administrator during the deployment of the application chain code. 

• Chain codes: chain codes, also known as smart contracts, where developers can write 
CRUD operations that act on world states or databases accordingly. Chain codes are 
the application logic of the blockchain system which defines who owns the rights to 
perform which operation on which asset. 

• Ledgers: ledgers are responsible for storing the transactions and creating blocks by 
generating each transaction hash. They are private since the proposed methodology 
is a private permissioned blockchain. However, certain data points can be made 
publicly accessible. 

Many technical communities are working and approaching developing open-source 
blockchain platforms that will offer blockchain and their actors. There are two blockchain 
platforms available currently, private or permissioned blockchain and open or public 
blockchain. Public blockchain and permissioned blockchain platforms can be used to 
solve the same purpose, but there are some fundamental differences in their 
implementation as in: 

1 Public blockchain, there is no security on data, which is very important for enterprise 
applications. Still, permissioned blockchain offers protection on the data by 
guaranteeing its ownership, as Mitani and Otsuka (2020) described. 
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2 Public blockchain works on the non-deterministic algorithms to solve the proof of 
work by using mining techniques that generally impact its performance. In contrast, 
permissioned blockchain works on deterministic consensus algorithms and can 
handle vast numbers of transactions per minute. 

These two features create a massive difference for both platforms and increase the scope 
of public and permissioned blockchain cases. Currently, Hyperledger fabric is the 
permissioned blockchain that is developing under the Hyperledger project of the Linux 
Foundation. Many leading companies have already deployed cloud services using 
Hyperledger as the underpinned technology for the blockchain platform. So now, there is 
a need to understand the team structure of the blockchain technology that will help the 
organisation manage the blockchain platform and the smart contracts from development 
to production environment. 

4 Proposed blockchain team structure 

4.1 Roles of team members 

The roles of the team members can be broadly categorised into admin roles and developer 
roles. Any individual part of the development team can self-assign these roles since the 
application is distributed in nature. Being largely open-source, blockchain applications 
can utilise the self-assignment mechanism for task assignment as described by Crowston 
et al. (2007). 

• Admin role: blockchain platforms are the space or container where the user records 
various transactions. New transactions pass through the complex architecture where 
the platform validates. Consensus algorithms give their consents to the transactions 
via peers, which are defined in the system. Each node will have access to a copy of 
the transaction. Setting up peers, channels, and server admins is the responsibility of 
Blockchain admins, which provide the infrastructure space to the smart contracts. 
Blockchain admins are also responsible for maintaining the logs and providing 
enough room for the system to perform efficiently. 

• Developer role: developers are responsible for writing the chain codes with the 
invocation of all the libraries required to invoke the necessary functions to create or 
update the world state of blockchain architecture. Currently, we are free to choose 
any language among Go, Java, and Node Js as all these languages have concurrent 
programming features. Preferably most of the programmers are using Go language to 
code the smart contracts. Developers are only responsible for writing the smart 
contracts as per the use case and deploying them on the blockchain platform. 

4.2 Components of the team 

Hyperledger fabric has offered their tutorials documentation for the following set of 
audiences, so their roles will be covered in this document to understand who the primary 
owners of specific components will be. Roles, experience, and technical prowess are 
discussed. Figure 2 represents NBSOC and the different components of the team, along 
with their significant roles in the application development. 
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Figure 2 Proposed NBSOC blockchain team structure and roles 

 

• Architects: they can also be named blockchain architects who will be the primary 
owner of the complete solution implemented. They will be the ones who will direct 
the actors in case of any changes needed to make in the blockchain solution. They 
are the knowledge base of the business logic of the application. They are aware of 
the whole technology stack and the design of the application. They are the most 
experienced personnel in the team. They are good with APIs, communication skills 
for delegation. 

• Network administrators: the blockchain should be decentralised in nature. All the 
participants who want to join the network, either part of the subnets or networking 
team, should make it easy for them to exchange information by identifying the 
participants using valid CA. Hence the ownership of network governance is with the 
network administrators. 

• Channel administrators: channels are very pivotal components of blockchain 
networks. They provide the space for the participants to establish consortiums where 
they can endorse or commit the transactions on the ledgers by their supporting and 
engaging peers, respectively. There should be a team or an owner who can govern 
this component by accumulating the knowledge on it for the channels. There can be a 
case where the number of channels can increase as the number of participant’s 
increases. 

• Ordering service admin: ordering service is a critical component as it makes the 
permissioned blockchain different from the public blockchain by ordering the 
transaction using the deterministic consensus algorithms. Internally, Hyperledger 
uses Kafka and Raft for implementing ordering mechanisms that can be multimode, 
and hence it needs special care and ownership by the teams. 
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• Application and smart contract developers: by just reading the documentation of 
Hyperledger, it seems that it’s a distributed ledger technology of immutable 
transaction logs. But the SDK of blockchain needs a programming language that will 
create a pipeline for getting and setting the transactions in the ledger. Hyperledger 
uses shim libraries with abstract methods and functions that help developers develop 
the code that can interact with the ledgers. These smart contracts will have to be 
written by organisation developers according to business logic and requirements. 
Currently, Hyperledger works on Golang, Java, and NodeJS to develop smart 
contracts. 

Figure 3 NBSOC cost pyramid 

 

4.3 NBSOC cost pyramid 

Figure 2 represents a proposed cost pyramid from the NBSOC framework, including 
human resource cost and infrastructure cost. Discussion on calculating infrastructure cost 
is beyond the scope of this paper. Every team is working on its specific component, 
which makes up the whole application. The evaluation and selection process of such 
elements is yet to be adopted for the blockchain community. Bali and Madan (2015a, 
2015b), the authors of this paper, adopt a costing and performance evaluation method 
similar to that in the case of components of the shelf (COTS) for software development. 
Going by that COTS framework, the human resource cost can be calculated by assuming 
C1 to represent the cost incurred for blockchain architects, C2 as the cost for network 
administrators, C3 for channel administrators, C4 for ordering service administrators C5 
for smart contracts developers. Equation (1) is the cost function considering all the 
variables and respective weightage. 

We have studied the COCOMO intermediate model to derive or suggesting a better 
cost estimation for the effort put by our actors(C1, C2, C3, C4, C5), which indicate that 
there are additional cost factors that can drive the cost of the effort which gives by the 
manager by interviewing the actors. 

COCOMO model categorises software in three kinds, namely, organic, semidetached 
and embedded. In this work, blockchain based lad registry system falls under the 
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category of semidetached project. This is because the development team is composed of 
experienced as well as unexperienced members. As suggested in the study, it derives 
equation (2) where E is the effort, KLOC is kilo lines of code, effort adjustment factor 
(EAF), and b are the typical values for organic, semi-detached embedded software 
products, which has shown in Table 2. Initially, cost drivers have been identified and 
their values have been determined based on study by Boehm et al. (1995). 

• Cost drivers: the value of EAF can be determined by looking into the cost drivers 
mentioned in the COCOMO design, shown in Table 3. Cost drivers are additional 
cost factors that accumulate to compute EAF as specified in equation (3). 
Mathematically, all the values of these cost drivers can be multiplied to get the EAF. 
Qualitatively, these cost drivers are concerned with workforce capability, the 
complexity of the system, and system constraints. The cost drivers have their impact, 
categorised as a range from very low to very high, with an equivalent range of 
numerical values as 0–2.0. 

Human Resource Cost 5 1+ 3 2 + 3 3 + 2 4 + 5C C C C C=  (1) 

( )Intermediate Cost Estimation ( )bE a KLOC EAF= ∗=  (2) 

EAF Π(Cost Drivers)=  (3) 

Table 2 Standard a and b values in COCOMO as proposed by Boehm et al. (1995) 

Software projects a b 
Organic 2.4 1.05 
Semi-detached 3.0 1.12 
Embedded 3.0 1.20 

Table 3 Cost drivers and their impact on EAF computation 

Cost drivers Very low  
(< 0.5) 

Low  
(0.5 –1) 

Normal 
(1) 

High  
(1–1.5) 

Very high 
(1.5–2.0) 

Required software reliability 0.23 0.67 1 1.12 1.56 
The complexity of the 
constituent products 

0.16 0.87 1 1.24 1.45 

Memory constraints - - 1 1.06 1.21 
Required turnaround time - 0.94 1 1.23 1.34 
Analyst capability 1.46 1.19 1 0.86 0.71 
Software engineer capability 1.42 1.17 1 0.86 0.70 
Use of software tools 1.24 1.10 1 0.91 0.82 
Development Schedule 1.23 1.08 1 1.04 1.10 

The function can be used to calculate those human resource costs that will incur for the 
respective roles. A keen observation that has to be emphasised is that the cost incurred for 
a blockchain architect is five times that of a smart contract developer. Hence, the total 
cost of developing a blockchain application is a factor of human resource cost and 
infrastructure, which is used for implementing the application. Such infrastructure can 
either be created on-premises, or can be utilised from service providers like Hyperledger, 
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Amazon, IBM, and Oracle, to name a few. In the next section, the use case for this 
application is presented along with its implementation. 

5 Use case: land registry system 

According to the NITI Aayog’s Draft Paper (2020) on Blockchain, the Land registry 
system in the country faces lots of issues. According to Mishra and Suhag (2017), there 
are several challenges to establishing clear land titles. Land titles are unclear because of 
being presumptive and lack of proper land record maintenance. A property needs to be 
registered for sale, transfer, gift, or lease following the Registration Act, 1908. As per 
Section 17 of the Registration Act, 1908, all transactions that involve the sale of 
immovable property for a value exceeding Rs 100 should be registered. If someone 
doesn’t register a property while doing above mentioned transactions, then the transaction 
cannot be proved in a court of law. E-registration of property can be made simple by 
web-based applications which run using distributed ledger technology. This is a 
governance issue, which can be resolved using blockchain, as explained in the book by 
Morabito (2017). Thakur et al. (2020) have proposed a system design for implementing 
land titling in India, making land ownership clear and conclusive. 

The proposed model is executed using dummy data. A case study has been 
constructed. There is a land registry authority in a district like Bangalore or Noida which 
works with multiple stakeholders like RERA, land registry office, titleHolder, 
government revenue office, land survey office. The registrar is responsible for providing 
unique identification (landID) to the land and relevant information like the first owner, 
currentOwner, size, location, value, date of transfer, etc. Every stakeholder works with 
each other in tandem and performs their transactions while keeping their transactions 
within their local ecosystem, agreeing to specific data sharing mechanisms or processes. 
Now the authors of this paper propose ZameenGyaan, a solution for these individual 
organisations to work together to be a part of a system where they can execute their 
transactions in a distributed or decentralised fashion which will help these organisations 
to: 

1 Establish the ownership of land. 

2 Manage the ownership transfer of land. 

3 Track provenance of their transactions very quickly. 

As per the proposed NBSOC framework and roles of the component teams, 
ZameenGyaan requires that the blockchain architects design the solution in a functional 
perspective, which further moves down to the network administrators to set up the 
network. They further configure the number of participants, identities, MSPs, certificate 
authority, IP addresses, and the port forwarding for the joining participants in the 
network. Once the network has been set up, channel admins configure the channels and 
induce the policies on the channels after discussing with all the participants and the 
architects. Channel will also hold the interface configurations for chain codes and 
ordering services. Further, ordering service admins will set up the ordering service nodes 
after understanding the volume data that will flow in the network. A huge performance 
lag can be encountered if the ordering service has not been configured according to the 
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scenario. The transactions are bound to be in order before passing to the committing 
peers for committing them to the ledger. After all the configurations are done, smart 
contract developers are ready to write their business logic provided by the architect or the 
team leads after discussing with the network participants. Once smart contracts are 
deployed, installed, and instantiated to the network, peers, and channels, the blockchain 
network is ready to connect to the modular front-end of the decentralised applications. 

6 Implementation of ZameenGyaan 

The sale-purchase transaction (ownership transfer) is between the landowner and buyer is 
recorded on a ledger maintained in the blockchain. RERA and Land Survey offices can 
access the blockchain to verify and audit the land ownership and transfer authenticity. 
Figure 4 represents the application architecture of ZameenGyaan, where the Land Asset 
is created and stored by the Land Registry Office. When discussing about deployment of 
ZameenGyaan, it is vital to note further that third party blockchain service provider has 
been utilised for the purpose. There have been certain blockchain as a service platform 
which provide cloud storage, ledger storage, blockchain consensus and popular 
blockchain framework support. Xooa is the name of the aforementioned platform which 
provides support for Hyperledger fabric framework. In addition to this, it also supports 
chain code compilation and execution in the private blockchain network. 

Figure 4 ZameenGyaan application architecture (see online version for colours) 

 

Figure 5 represents the implementation of ZameenGyaan, where ownership of land with 
ID RX1R5093 is established and stored in the blockchain. Other information related to 
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the land is current owner, size, location, value, and DateofTransfer. The value of 
CurrentOwner changes whenever there is a change in the ownership of the land. This 
change in the value is again considered a transaction and stored in the immutable ledger 
of ZameenGyaan. 

Figure 5 Creation of LandAsset (see online version for colours) 

 

Whenever a sale transaction has to be executed, the ownership transfer function mentions 
the landID, value, date of transfer, with the current owner now being Pradeep. Figure 6 
represents the output of ownership transfer. The primary mechanism of this function is 
that it takes the landID, seller, and buyer as inputs. landID is the land asset that can be 
used to access all the previous transactions or changes made to the land. If the seller 
matches the current owner value mapped with landID, only then will ownership transfer 
happen. After execution and storing the information as transaction hashes in the new 
block, the new owner value is mapped to the buyer value and date and time of transfer. 
This generates TxID, which is the hash that maps to this transaction. Now, this 
information is broadcasted to all the peers in the blockchain. 

Figure 6 Ownership transfer (see online version for colours) 
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Figure 7 shows the output when the txID is being queried. Value of CurrentOwner has 
changed to Pradeep. In addition to this, the first owner of the land is also presented in 
every query. This addresses the question about identifying the ownership of land. 

Figure 7 Query current owner (see online version for colours) 

 

7 Conclusions 

From the presented discussion, this paper proposed NBSOC, a framework for the 
organisation of team structure, and concluded that there are two primary roles in 
developing any blockchain solution. One is the admin role on specific domains for the 
application of blockchain. The second is the developer role responsible for writing the 
codes for the decentralised applications and enabling them to interact with the 
blockchain’s ledger using smart contracts. 

In implementing the ZameenGyaan Solution, the two research questions regarding the 
team and infrastructural components required to implement blockchain applications for 
the specific use case have been addressed. For RQ1, a detailed team structure and 
individual roles and responsibilities have been identified and proposed in this paper, 
named the NBSOC framework. Network architects create the blockchain platform for the 
smart contract developers, managed by ordering admins and channel admins. Such a 
research question is necessary for blockchain software engineers to construct the required 
teams with the expected expertise. These domain experts can be indicative to determine 
the budgeting requirements before designing phase begins. 

For RQ2, this paper presents an overview of the practical implementation of 
blockchain applications for human resources required and the flow of the application via 
the individuals working on it. ZameenGyaan has been used as an example 
implementation for the land registry use case in the Indian scenario. The blockchain 
architect is specific for this use case. Other roles are more or less the same in the 
horizontal scope of any domain. These roles are dependent on the individual’s skills and 
knowledge about the different components of the application. 

In addition to the proposed framework, the authors have also hinted at a blockchain 
cost pyramid, enabling managers to frame the appropriate costing model while 
developing a blockchain-based application. This is also represented using equations about 
how enterprises can utilise this pyramid and combine it with the COCOMO model to 
generate relevant costing information. 

The future holds good promise for the technology stack of blockchain as a whole for 
providing a trust framework over a network of untrusting parties. Earlier, the transactions 
which involved participants trusting a third party for verification and validation can now 
count the blockchain system to validate the transactions by design. The current adoption 
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of blockchain for the land titling use case cannot see the light of day until proper 
government regulations are declared. Clear guidelines need to be laid out before using 
Aadhaar and KYC for blockchain-based governance. 
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